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Wire fraud is conducted by sending false wire
instructions to clients' emails, allowing
withdrawals from accounts. 
Do not click on links from unfamiliar contacts.
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DO NOT CLICK ON LINKS IN UNFAMILIAR EMAILS

If you're unsure about the validity of an email or
wire instructions, contact your title company
directly. Do not use the contact info in the email,
instead, google the company number. 

CONTACT TITLE COMPANY

Confidential information about your identity
should never be emailed, texted, or shared
online. Ex.) Social security number, address,
bank account numbers, credit card info, etc.

NEVER TEXT OR EMAIL PERSONAL INFORMATION

Using an unsecured network makes you
more vulnerable; data transmitted while on
the network is unprotected. Anyone could
spy on your information. 

USE SECURE WIFI 
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